
Application Form

Name _______________________________ Surname ____________________________________

Date of Birth (dd/mm/yyyy) __________________Place of Birth ____________________________

Nationality ________________________ Address _______________________________________

City __________________  ____ State________________________ ZIP Code 
_________________

Tel Number __________________________ E-mail ______________________________________

I viewed the attached document illustrating the initiative and I submit my request to participate at the 
2013 CAMPO SAZ workshop.
I already have an educational qualification as/I am currently enrolled in a course to qualify as: 

O  architect

O  designer

O  carpenter

In addition, I undertake to pay a €50 deposit, which will be refunded by the organizers at the end of 
the workshop.
The organizers will not refund the deposit in case the selected candidate is not present the first day of 
the workshop, without advance notice (min. 15 days).
In compliance with the Italian legislative Decree no. 196 dated 30/06/2003, I authorize the organizers 
to use and process my personal data.

Signature________________________________

Date___________________________



Motivation Letter (*)

(*) The candidate may indicate, using solely the space below, his/her main reasons to participate in the 
workshop.
________________________________________________________________________________

________________________________________________________________________________

________________________________________________________________________________

________________________________________________________________________________

Attachments

I have filled in all the sections of the application form and I will attach the following documents:

O  a scanned valid ID card or passport;

O  an A4 pdf file illustrating a reference project (*)

(*) see the paragraph “required documents” in the attached document describing the initiative

Signature________________________________

Date___________________________



ITALIAN PERSONAL DATA PROTECTION CODE
Legislative Decree no. 196 of 30 June 2003

Section 13 (Information to Data Subjects)
The data subject as well as any entity from whom or which personal data are collected shall be preliminarily informed, either orally or in 
writing, as to: a) the purposes and modalities of the processing for which the data are intended;
b) the obligatory or voluntary nature of providing the requested data; c) the consequences if (s)he fails to reply;
d) the entities or categories of entity to whom or which the data may be communicated, or who/which may get to know the data in their 
capacity as data processors or persons in charge of the processing, and the scope of dissemination of said data; e) the rights as per Section 
7; f) the identification data concerning the data controller and, where designated, the data controller’s representative in the State’s territory 
pursuant to Section 5 and the data processor. If several data processors have been designated by the data controller, at least one among 
them shall be referred to and either the site on the communications network or the mechanisms for easily accessing the updated list of data 
processors shall be specified. If a data processor has been designated to provide responses to data subjects in case the rights as per Section 7 
are exercised, such data processor shall be referred to. 2. The information as per paragraph 1 shall also contain the items referred to in 
specific provisions of this Code and may fail to include certain items if the latter are already known to the entity providing the data or 
their knowledge may concretely impair supervisory or control activities carried out by public bodies for purposes related to defence or 
State security, or else for the prevention, suppression or detection of offences. 3. The Garante may issue a provision to set out simplified 
information arrangements as regards, in particular, telephone services providing assistance and information to the public. [...]

Section 4 (Definitions)
1. For the purposes of this Code, a) "processing" shall mean any operation, or set of operations, carried out with or without the help of 
electronic or automated means, concerning the collection, recording, organisation, keeping, interrogation, elaboration, modification, 
selection, retrieval, comparison, utilization, interconnection, blocking, communication, dissemination, erasure and destruction of data, 
whether the latter are contained or not in a data bank; b) "personal data" shall mean any information relating to natural or legal persons, 
bodies or associations that are or can be identified, even indirectly, by reference to any other information including a personal 
identification number; c) "identification data" shall mean personal data allowing a data subject to be directly identified; d) "sensitive data" 
shall mean personal data allowing the disclosure of racial or ethnic origin, religious, philosophical or other beliefs, political opinions, 
membership of parties, trade unions, associations or organizations of a religious, philosophical, political or trade-unionist character, as well 
as personal data disclosing health and sex life; [...] f) "data controller" shall mean any natural or legal person, public administration, body, 
association or other entity that is competent, also jointly with another data controller, to determine purposes and methods of the 
processing of personal data and the relevant means, including security matters; [...] l) "communication" shall mean disclosing personal 
data to one or more identified entities other than the data subject, the data controller’s representative in the State’s territory, the data 
processor and persons in charge of the processing in any form whatsoever, including by making available or interrogating such data; m) 
"dissemination" shall mean disclosing personal data to unidentified entities, in any form whatsoever, including by making available or 
interrogating such data; [...]

Section 7 (Right to Access Personal Data and Other Rights)
1. A data subject shall have the right to obtain confirmation as to whether or not personal data concerning him exist, regardless of their 
being already recorded, and communication of such data in intelligible form.2. A data subject shall have the right to be informed a) of the 
source of the personal data; b) of the purposes and methods of the processing;
c) of the logic applied to the processing, if the latter is carried out with the help of electronic means; d) of the identification data 
concerning data controller, data processors and the representative designated as per Section 5(2);
e) of the entities or categories of entity to whom or which the personal data may be communicated and who or which may get to know 
said data in their capacity as designated representative(s) in the State’s territory, data processor(s) or person(s) in charge of the processing. 
3. A data subject shall have the right to obtain a) updating, rectification or, where interested therein, integration of the data; b) erasure, 
anonymization or blocking of data that have been processed unlawfully, including data whose retention is unnecessary for the purposes for 
which they have been collected or subsequently processed; c) certification to the effect that the operations as per letters a) and b) have been 
notified, as also related to their contents, to the entities to whom or which the data were communicated or disseminated, unless this 
requirement proves impossible or involves a manifestly disproportionate effort compared with the right that is to be protected. 4. A data 
subject shall have the right to object, in whole or in part,
a) on legitimate grounds, to the processing of personal data concerning him/her, even though they are relevant to the purpose of the 
collection; b) to the processing of personal data concerning him/her, where it is carried out for the purpose of sending advertising materials 
or direct selling or else for the performance of market or commercial communication surveys.

Section 25(Bans on Communication and Dissemination)
1. Communication and dissemination shall be prohibited if an order to this effect has been issued by either the Garante or judicial 
authorities, as well as a) with regard to personal data that must be erased by order, or else upon expiry of the term referred to in Section 
11(1), letter e), b) for purposes other than those specified in the notification, whenever the latter is to be submitted. 2. This shall be 
without prejudice to communication and dissemination of the data as requested, pursuant to law, by police, judicial authorities, 
intelligence and security agencies and other public bodies according to Section 58(2), for purposes of defence or relating to State security, 
or for the prevention, detection or suppression of offences.


